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Datenschutz und Datensicherheit haben höchste Bedeutung. Deshalb ist uns der Schutz Ihrer Daten, während Ihres 

Besuchs auf unserer Webseite justitia40.ch (nachfolgend: Webseite), sehr wichtig.  

In dieser Datenschutzerklärung informieren wir Sie über die wichtigsten Aspekte der Datenbearbeitung in unserer Or-

ganisation sowie über die Ihnen zustehenden datenschutzrechtlichen Ansprüche. Sie finden einleitend unsere Über-

sicht «Datenschutz: kurz und bündig», die Ihnen die wichtigsten Informationen zu unseren Datenbearbeitungen sowie 

den Ihnen zustehenden Rechten gibt. Wenn Sie mehr wissen möchten, stellen wir Ihnen im Anschluss daran ausführ-

lichere Informationen zur Verfügung. 

Für die Bearbeitung von Personendaten findet das schweizerische Datenschutzgesetz (DSG) Anwendung. 

https://www.justitia40.ch/de
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1 Wer ist für die Bearbeitung Ihrer Personendaten verantwortlich? 

Projekt Justitia 4.0 

Konferenz der Kantonalen Justiz- und Polizeidirektorinnen und –direktoren (KKJPD) 

Giacomettistrasse 1 

3006 Bern  

E-Mail: info@justitia.swiss 

2 Datenschutz: kurz und bündig 

Nachfolgend informieren wir Sie über die wichtigsten Eckpunkte unserer Datenbearbeitungen. Im Anschluss daran 

finden Sie ausführlichere Informationen zu unseren Bearbeitungen. 

2.1 Welche Personendaten bearbeiten wir und woher stammen diese? 

Wir verwenden Personendaten, welche Sie uns überlassen, welche wir über Sie erheben oder die wir von Dritten er-

halten haben. Dabei handelt es sich insbesondere um Personendaten: 

• die wir im Rahmen unserer Geschäftsbeziehungen von Kunden, zukünftigen Kunden, Interessenten, Dienst-

leistern, Lieferanten, Geschäftspartnern oder weiteren an den Geschäftsbeziehungen beteiligten Personen er-

halten; 

• die wir von Stellenbewerbern erhalten; 

• zu deren Erhebung wir gesetzlich oder vertraglich verpflichtet sind; 

• die wir bei der Nutzung unserer Webseiten erheben; 

• die wir aus öffentlich zugänglichen Quellen (Medien, Internet) oder öffentlichen Registern (Betreibungsregis-

tern, Handelsregistern o.ä.) entnehmen; 

Je nach Art der Beziehung bearbeiten wir Personendaten von Ihnen wie: 

• Kontakt- und Identifikationsdaten wie Name, Vorname, Adresse, E-Mail-Adresse, Telefonnummer, Titel, 

Ausbildung; 

• Vertragsdaten wie in Anspruch genommene Leistungen, Vertragsart, Vertragsinhalt, Art der Produkte und 

Dienstleistungen, anwendbare Geschäftsbedingungen, Vertragsbeginn, Vertragslaufzeit, Rechnungsdaten, Na-

men von Kontaktpersonen und deren Titel, Namen der eingesetzten Personen und deren Rollen; 

• Bewerbungsdaten wie Motivationsschreiben, Lebenslauf und Foto, Arbeitszeugnisse, Diplome, Ausbildungs-

nachweise, Referenzen Dritter, Gesprächsnotizen; 

• Finanzdaten wie Kontoinformationen, Zahlungsinformationen, Zahlungsverlauf, durchschnittlicher Erlös; 

• Randdaten aus dem Fernmeldeverkehr wie Telefonnummer, Mehrwertdienstnummern, Datum, Zeitpunkt 

und Dauer der Verbindung, Verbindungsart, Standortdaten, IP-Adresse, Geräteidentifikationsnummern wie 

MAC-Adresse; 

• Interaktions- und Nutzungsdaten wie Korrespondenz, Präferenzen und Zielgruppeninformationen, Endge-

rätetyp, Geräteeinstellungen, Betriebssystem, Software, Angaben aus Geltendmachung von Rechten; 

• Webseiteninformationen: IP-Adresse, Cookie-Informationen, Browser-Einstellungen, Häufigkeit und Dauer 

der Besuche der Webseite, Suchbegriffe, Klicks auf Inhalte, Herkunfts-Internetseite.  

mailto:info@justitia.swiss
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2.2 Zu welchen Zwecken erfolgt die Bearbeitung? 

Wir verwenden die von uns erhobenen Personendaten in erster Linie zur Erfüllung unserer gesetzlichen Pflichten und 

um Verträge mit unseren Kunden und Geschäftspartnern abzuschliessen und abzuwickeln. Darüber hinaus bearbeiten 

wir Personendaten, um unsere Dienstleistungen zu optimieren sowie zu Marketingzwecken. 

Darüber hinaus bearbeiten wir Personendaten von Ihnen und weiteren Personen, soweit erlaubt und es uns als ange-

zeigt erscheint, auch für folgende Zwecke, an denen wir (und zuweilen auch Dritte) ein dem Zweck entsprechendes 

berechtigtes Interesse haben: 

• Angebot und Weiterentwicklung unserer Produkte, Dienstleistungen und Webseiten und weiteren Plattformen, 

auf welchen wir präsent sind; 

• Kommunikation und Bearbeitung von Anfragen (z.B. über E-Mail, Telefon, Medienanfragen); 

• Werbung und Marketing (einschliesslich Durchführung von Anlässen, Veranstaltungen), soweit Sie zur Nut-

zung Ihrer Daten eingewilligt/nicht widersprochen haben (wenn wir Ihnen als bestehender Kunde von uns 

Werbung zukommen lassen, können Sie dem jederzeit widersprechen, wir setzen Sie dann auf eine Sperrliste 

gegen weitere Werbesendungen); 

• Geltendmachung rechtlicher Ansprüche und Verteidigung in Zusammenhang mit rechtlichen Streitigkeiten und 

behördlichen Verfahren; 

• Verhinderung und Aufklärung von Straftaten und sonstigem Fehlverhalten (z.B. Durchführung interner Unter-

suchungen, Datenanalysen zur Betrugsbekämpfung); 

• Gewährleistung unseres Betriebs, insbesondere der IT, unserer Webseiten und weiterer Plattformen. 

2.3 Erfolgt eine Bekanntgabe an Dritte? 

Wir behandeln Ihre Personendaten grundsätzlich vertraulich und geben sie nur weiter, wenn Sie dem zugestimmt ha-

ben, wir rechtlich dazu verpflichtet oder berechtigt sind oder dies zur Durchsetzung unserer Rechte, insbesondere zur 

Durchsetzung von Ansprüchen aus dem Vertragsverhältnis, erforderlich ist. In keinem Fall verkaufen wir Ihre Daten. 

Wir geben Personendaten im Rahmen unserer geschäftlichen Aktivitäten und zu den oben genannten Zwecken, soweit 

dies erlaubt und angezeigt ist, auch Dritten bekannt, sei es, weil sie diese für uns bearbeiten (Auftragsdatenbearbei-

tung), sei es, weil sie diese für ihre eigenen Zwecke verwenden wollen (Datenbekanntgabe). Dabei geht es insbeson-

dere um: 

• Dienstleister, einschliesslich Auftragsbearbeiter (z.B. Webseitensupport, Hosting-Anbieter); 

• Bankinstitute und Zahlungsdienstleister 

• Ggf. Behörden und Gerichte. 

Dabei werden die rechtlichen Vorschriften zur Weitergabe von Personendaten an Dritte selbstverständlich eingehalten. 

Sofern wir Auftragsbearbeiter einsetzen, um unsere Leistungen bereitzustellen, ergreifen wir geeignete rechtliche Vor-

kehrungen sowie entsprechende technische und organisatorische Massnahmen, um für den Schutz Ihrer Personenda-

ten gemäss den einschlägigen gesetzlichen Vorschriften zu sorgen. 

Die Empfänger der Personendaten sind teilweise im Inland, teilweise aber auch im Ausland. 

2.4 Wo werden die Daten bearbeitet? 

Wir bearbeiten Personendaten grundsätzlich in der Schweiz oder in einem EU-/EWR-Land oder in einem anderen 

Land, das über ein angemessenes Datenschutzniveau verfügt. Mit Bezug auf gewisse Bearbeitungen, müssen Sie mit 

der Übermittlung Ihrer Daten in andere Länder innerhalb und ausserhalb Europas rechnen, wo sich einige der von uns 

in Anspruch genommenen IT-Dienstleister befinden. Wenn wir Daten in ein Land bekanntgeben, in dem kein ange-

messenes gesetzliches Datenschutzniveau besteht, verlangen wir, dass der Empfänger angemessene Massnahmen 
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zum Schutz Ihrer Persönlichkeit trifft (z.B. mittels der Vereinbarung von sog. EU-Standardvertragsklauseln, aktuelle 

Version hier abrufbar oder anderer Vorkehrungen) oder stützen uns auf Rechtfertigungsgründe, wie etwa Ihre Einwilli-

gung. 

2.5 Wie lange bewahren wir Ihre Daten auf? 

Wir bearbeiten Personendaten, solange es für die Erfüllung unserer vertraglichen Pflichten oder sonst für die mit der 

Bearbeitung verfolgten Zwecke erforderlich ist, zum Beispiel für die Dauer der gesamten Geschäftsbeziehung sowie 

darüber hinaus gemäss den gesetzlichen Aufbewahrungs- und Dokumentationspflichten. Dabei ist es möglich, dass 

Personendaten für die Zeit aufbewahrt werden, in der Ansprüche gegen uns geltend gemacht werden können und 

soweit wir anderweitig gesetzlich dazu verpflichtet sind oder berechtigte Interessen dies erfordern (z.B. für Beweis- 

und Dokumentationszwecke). Sobald Ihre Personendaten für die oben genannten Zwecke nicht mehr erforderlich 

sind, werden sie grundsätzlich gelöscht oder anonymisiert. 

2.6 Wie werden Ihre Daten geschützt? 

Wir treffen geeignete technische und organisatorische Sicherheitsmassnahmen zum Schutz Ihrer Personendaten und 

verbessern diese entsprechend der technologischen Entwicklung fortlaufend. Dazu gehört der Schutz gegen zufällige 

oder vorsätzliche Manipulation, Verlust, Zerstörung oder unbefugten Zugriff Dritter, wie etwa die Verwendung von 

anerkannten Verschlüsselungsverfahren (z.B. Verschlüsselung mittels SSL/TLS). 

Die ergriffenen Massnahmen sollen die Vertraulichkeit und Integrität Ihrer Daten gewährleisten sowie die Verfügbar-

keit und Belastbarkeit unserer Systeme und Dienste bei der Bearbeitung Ihrer Daten auf Dauer sicherstellen. Sie sol-

len ausserdem die rasche Wiederherstellung der Verfügbarkeit Ihre Daten und den Zugang zu ihnen bei einem physi-

schen oder technischen Zwischenfall sicherstellen. 

Unsere Mitarbeitenden sowie von uns beauftragte Dienstleistungsunternehmen sind zur Verschwiegenheit sowie zur 

Einhaltung der datenschutzrechtlichen Bestimmungen verpflichtet und erhalten nur dann Zugriff auf Ihre Personenda-

ten, wenn dies erforderlich ist. 

2.7 Was für Rechte stehen Ihnen zu? 

Ihnen stehen grundsätzlich die Rechte auf Auskunft, Berichtigung, Löschung, Einschränkung, Datenübertragbarkeit 

sowie Widerspruch gegen die Bearbeitung mit Bezug auf Ihre Personendaten zu. 

Soweit Sie uns eine Einwilligung zur Bearbeitung Ihrer Personendaten für bestimmte Zwecke erteilt haben, steht 

Ihnen zudem das Recht zu, diese jederzeit zu widerrufen. Ein solcher Widerruf hat jedoch keine Auswirkung auf be-

reits erfolgte Datenbearbeitungen. 

Bitte beachten Sie, dass wir uns vorbehalten, die gesetzlich vorgesehenen Einschränkungen geltend zu machen, etwa 

wenn wir zur Aufbewahrung oder Bearbeitung gewisser Daten verpflichtet sind, daran ein überwiegendes Interesse 

haben (soweit wir uns darauf berufen dürfen) oder sie für die Geltendmachung von Ansprüchen benötigen. 

Beachten Sie zudem, dass die Ausübung dieser Rechte im Konflikt zu vertraglichen Abmachungen stehen kann und 

dies Folgen wie z.B. die vorzeitige Vertragsauflösung oder Kostenfolgen haben kann. Wir werden Sie diesfalls vorgän-

gig informieren, wo dies nicht bereits vertraglich geregelt ist. 

Die Ausübung Ihrer datenschutzrechtlichen Rechte setzt in der Regel voraus, dass Sie Ihre Identität eindeutig nach-

weisen (z.B. durch eine Ausweiskopie, wo Ihre Identität sonst nicht klar ist bzw. verifiziert werden kann). Zur Geltend-

machung Ihrer Rechte kontaktieren Sie uns bitte unter der in Ziffer 1.0 bezeichneten (E-Mail-)Adresse. 

Wenn Sie glauben, dass die Bearbeitung Ihrer Personendaten gegen das Datenschutzrecht verstösst, oder Ihre daten-

schutzrechtlichen Ansprüche sonst in irgendeiner Weise verletzt worden sind, können Sie sich ausserdem bei der zu-

ständigen Aufsichtsbehörde beschweren. In der Schweiz ist dies der Eidgenössische Datenschutz- und Öffentlichkeits-

beauftragte (EDÖB). 

https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32021D0914&from=EN#d1e32-57-1
https://www.edoeb.admin.ch/
https://www.edoeb.admin.ch/
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3 Datenschutz: Ausführlich 

3.1 Erbringung vertraglicher Leistungen 

Wir bearbeiten Personendaten nur im jeweils erforderlichen Umfang, um Ihnen gegenüber unsere vertraglichen oder 

vorvertraglichen Leistungen zu erbringen sowie für die Durchführung weiterer von Ihnen angefragten Dienstleistun-

gen. Die hierbei bearbeiteten Daten, die Art, der Umfang, der Zweck und die Erforderlichkeit ihrer Bearbeitung, be-

stimmen sich nach dem zugrundeliegenden Vertragsverhältnis. 

Zu den bearbeiteten Daten gehören insbesondere Kontakt- und Identifikationsdaten, Vertragsdaten sowie Finanzda-

ten. 

Die Löschung der Daten erfolgt, wenn die Daten zur Erfüllung vertraglicher oder gesetzlicher Pflichten nicht mehr er-

forderlich sind, wobei die Erforderlichkeit der Aufbewahrung der Daten in unregelmässigen Abständen überprüft wird. 

Im Übrigen gelten die gesetzlichen Aufbewahrungspflichten. 

3.2 Offene Stellen 

Wenn Sie sich auf eine Stelle bei uns bewerben, bearbeiten wir diejenigen Personendaten, die wir im Rahmen des 

Bewerbungsverfahrens von Ihnen erhalten. Dazu gehören neben Ihren Angaben zur Person, Ausbildung, Arbeitserfah-

rung und Fähigkeiten, die üblichen Korrespondenzdaten wie Postanschrift, E-Mail-Adresse und Telefonnummer. Zu-

dem werden alle von Ihnen im Zusammenhang mit der Bewerbung eingereichten Unterlagen, wie Motivationsschrei-

ben, Lebenslauf und Zeugnisse bearbeitet. Daneben können Sie uns freiwillig zusätzliche Informationen zukommen 

lassen. Diese Daten werden ausschliesslich im Rahmen Ihrer Bewerbung gespeichert, ausgewertet, bearbeitet oder 

intern weitergeleitet. Ferner können sie für statistische Zwecke (z.B. Reporting) bearbeitet werden. In diesem Fall sind 

keine Rückschlüsse auf einzelne Personen möglich. 

Die Bearbeitung Ihrer Bewerberdaten erfolgt zur Erfüllung unserer (vor)vertraglichen Verpflichtungen im Rahmen des 

Bewerbungsverfahrens. 

Sie können dieser Datenbearbeitung jederzeit widersprechen und Ihre Bewerbung zurückziehen. Senden Sie Ihren 

Widerspruch bitte an jobs@justitia.swiss. 

Schliessen wir einen Arbeitsvertrag mit Ihnen, werden die übermittelten Daten zum Zwecke der Abwicklung des Ar-

beitsverhältnisses unter Beachtung der gesetzlichen Vorschriften gespeichert. 

Endet das Bewerbungsverfahren ohne Anstellung, werden Ihre Daten gespeichert und nach spätestens 6 Monate zu 

Dokumentationszwecken gelöscht, sofern Sie uns keine Einwilligung gegeben haben, Ihre Angaben für weitere Bewer-

bungsverfahren bei uns zu verwenden und Sie ggf. zu kontaktieren. Sie haben die Möglichkeit, diese Einwilligung 

nachträglich jederzeit zu widerrufen, indem Sie uns diesen Widerruf an jobs@justitia.swiss senden. 

3.3 Marketing 

Wenn Sie eine unserer Dienstleistungen in Anspruch nehmen, sich für einen Event anmelden oder eines unserer Aus-

bildungsangebote wahrnehmen, können wir Ihre Kontaktdaten, insbesondere Ihre E-Mail-Adresse, dazu verwenden, 

um: 

• die Kundenbeziehung mit Ihnen zu pflegen; 

• bestehende Geschäftskunden (Business to Business) gelegentlich über bestimmte Fachthemen, Dienstleistun-

gen oder Angebote zu informieren; und 

• Ihnen Produkte oder Serviceleistungen zu empfehlen, die Sie interessieren könnten. 

Selbstverständlich informieren wir auch Personen, zu denen wir bisher keine Kundenbeziehung pflegen, über unsere 

Angebote und Informationen rund um Sicherheit und Datenschutz, wenn diese das möchten. Für weitere Informatio-

nen hierzu verweisen wir Sie auf Ziffer 4.5 «Newsletter». 

file:///C:/Users/UrsulaThierSwissInfo/Downloads/jobs@justitia.swiss
https://infosecag-my.sharepoint.com/personal/ursula_thier_infosec_ch/Documents/jobs@justitia.swiss
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Sie können solchen Bearbeitungen zu Marketingzwecken jederzeit widersprechen. Senden Sie uns hierzu eine E-Mail 

an die unter Ziff. 1.0 genannte E-Mailadresse. Bei elektronischen Mitteilungen, insbesondere Newslettern, besteht re-

gelmässig die Alternative, dass Sie sich direkt, durch das Anklicken des in die Mitteilung integrierten Abmeldelinks von 

der jeweiligen Marketingmassnahme abmelden können. 

4 Besuch unserer Webseite 

Sie können unsere Webseite im Regelfall nutzen, ohne dass Angaben über Ihre Person erforderlich sind. Davon aus-

genommen sind Bereiche und Dienste, die Ihren Namen, Ihre Anschrift oder sonstige persönliche Daten naturgemäss 

benötigen, z.B. Anfragen zu unseren Beratungsdienstleistungen. 

4.1 Server-Logfiles 

Wenn Sie unsere Webseite besuchen, speichern unsere Server vorübergehend jeden Zugriff in einer Protokolldatei, 

den sogenannten Server-Logfiles. 

Erfasst werden dabei beispielsweise Ihre IP-Adresse, das Datum und die Uhrzeit Ihres Besuchs, ungefährer Ort des 

Zugriffs auf unsere Webseite, verwendeter Webbrowser und Betriebssystem sowie weitere ähnliche Informationen, 

die der Gefahrenabwehr im Falle von Angriffen auf unsere informationstechnologischen Systeme dienen. 

Die Bearbeitung dieser Informationen hat den Zweck, Ihnen unsere Webseite sowie deren Inhalte und Angebote kor-

rekt anzuzeigen und den Datenverkehr sicherzustellen, unsere Webseite, Inhalte und Angebote zu optimieren, die 

Stabilität und Sicherheit unserer Webseite und Systeme dauerhaft zu gewährleisten sowie die Aufklärung, Abwehr und 

Verfolgung von Cyberangriffen, Spam und anderen widerrechtlichen Handlungen in Bezug auf unsere Webseite und 

Systeme zu ermöglichen und diesbezügliche Ansprüche durchzusetzen. 

Wir löschen Ihre Personendaten, sobald sie für die Erreichung des Zwecks ihrer Erhebung nicht mehr erforderlich 

sind. Im Falle der Erfassung der Daten zur Bereitstellung unserer Webseite erfolgt die Löschung, wenn die jeweilige 

Sitzung beendet ist. 

Für das Hosting der Webseite können wir Dienstleistungen Dritter im In- und Ausland in Anspruch nehmen, welche 

die oben genannte Bearbeitung in unserem Auftrag durchführen. Derzeit wird unsere Webseite ausschliesslich bei 

schweizerischen Hosting-Providern und auf Servern in der Schweiz gehostet. 

4.2 Cookies 

Wir setzen auf unserer Webseite sogenannte Cookies ein. Cookies sind kleine Textdateien, die mit Hilfe des Browsers 

auf Ihrem Endgerät (Laptop, Tablet, Smartphone o.ä.) abgelegt und gespeichert werden. Sie dienen dazu, unsere 

Webseite insgesamt nutzerfreundlicher und effektiver zu gestalten und Ihnen den Besuch auf unserer Webseite so 

angenehm wie möglich zu machen. Cookies richten auf Ihrem Endgerät keinen Schaden an. Sie können keine Pro-

gramme ausführen und keine Viren enthalten. 

Wir setzen hauptsächlich technisch zwingend erforderliche Cookies ein, welche für die Nutzung der Webseite notwen-

dig sind. Wenn Sie das Setzen dieser Cookies verhindern, werden verschiedene Funktionen der Webseite nicht oder 

nicht richtig funktionieren und/oder mehrere Elemente der Webseite blockiert werden.  

Die meisten der von uns verwendeten Cookies sind sogenannte Session-Cookies. Diese werden automatisch gelöscht, 

wenn Sie den Browser schliessen. Andere Cookies bleiben über den jeweiligen Nutzungsvorgang hinaus auf Ihrem 

Endgerät gespeichert und ermöglichen uns oder unseren Partnerunternehmen (Cookies von Drittanbietern), Ihren 

Browser beim nächsten Besuch wiederzuerkennen. Soweit andere Cookies (z.B. Cookies zur Analyse Ihres Surfverhal-

tens) gespeichert werden, werden diese in dieser Datenschutzerklärung weiter unten gesondert behandelt. 
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4.3 «Login» 

Falls Sie von uns als Ambassador oder als Projektleiter einer Justizbehörde erfasst werden, bearbeiten wir Ihren Na-

men und Ihre E-Mailadresse, um für Sie ein Benutzerkonto für einen geschützten Bereich einzurichten, der über «Lo-

gin» erreichbar ist. Anschliessend erhalten Sie eine E-Mail, mit der Sie ein Passwort setzen können. Diese Daten benö-

tigen wir, um Ihnen den Zugang zum geschützten Bereich zu ermöglichen, Ihre Berechtigungen zu verwalten und die 

Sicherheit unseres Systems zu gewährleisten. 

Darüber hinaus werden beim Login automatisch technische Nutzungsdaten erfasst (z. B. IP-Adresse, Datum und Uhr-

zeit des Zugriffs und verwendeter Browser), um unbefugte Zugriffe zu erkennen und abzuwehren. 

Ihre Zugangsdaten sind persönlich und nicht übertragbar. Um Missbrauch zu vermeiden, müssen Sie Ihre Login-Daten 

stets vertraulich behandeln, ein sicheres Passwort wählen und dieses regelmässig ändern. Bitte schliessen Sie das 

Browserfenster nach Beendigung der Nutzung, insbesondere wenn Sie den Computer gemeinsam mit anderen ver-

wenden. 

4.4 Kontaktaufnahme 

Sie haben auf unserer Webseite die Möglichkeit, per E-Mail, per Online-Formulare und/oder telefonisch, mit uns in 

Kontakt zu treten. Wenn Sie mit uns per Online-Formular in Kontakt treten, werden Ihre Angaben aus dem Formular, 

inklusive der von Ihnen dort angegebenen Kontaktdaten, zwecks Bearbeitung Ihres Anliegens (z.B. Anmeldung für 

eine Schulung oder einen Anlass und Anfrage für eine Beratungsdienstleistung) und für den Fall von Anschlussfragen 

bei uns gespeichert und werden ohne Ihre Einwilligung nicht an unberechtigte Dritte weitergegeben. Dies gilt selbst-

verständlich auch für Anliegen, die Sie uns auf dem Postweg zukommen lassen. 

Sie können dieser Datenbearbeitung jederzeit widersprechen. Senden Sie Ihren Widerspruch bitte an die unter Ziffer 

1.0 genannte (E-Mail-)Adresse mit dem Betreff «Bitte um Stoppen der Datenbearbeitung» und wir werden Ihr Anlie-

gen prüfen. In einem solchen Fall werden Ihre in der Kontaktaufnahme angegebenen Kontaktdaten nicht weiterbear-

beitet. 

Ihre Personendaten werden gelöscht, sobald Ihr Anliegen erledigt ist. Dies ist dann der Fall, wenn sich aus den Um-

ständen entnehmen lässt, dass der betroffene Sachverhalt abschliessend geklärt ist und der Löschung keine gesetzli-

chen Aufbewahrungspflichten entgegenstehen. 

4.5 Newsletter 

Sie haben auf unserer Webseite die Möglichkeit, unseren Newsletter zu abonnieren. Mit diesem Newsletter informie-

ren wir Sie regelmässig über das Projekt und unsere Anlässe. 

Wenn Sie unseren Newsletter abonnieren möchten, füllen Sie hierzu das entsprechende Formular mit der erforderli-

chen Pflichtangabe Ihrer E-Mailadresse aus. Wir benötigen diese Angaben, um Ihnen die gewünschten Informationen 

zuzustellen und Sie persönlich anzusprechen.  

Die Anmeldung zum Newsletter erfolgt in einem sogenannten Double-Opt-In-Verfahren. Das heisst, Sie erhalten nach 

der Anmeldung eine E-Mail mit Aktivierungslink, den Sie zur Bestätigung Ihrer Anmeldung anklicken müssen. 

Unsere Newsletter können teilweise und soweit erlaubt Grafiken und/oder Weblinks enthalten, die personenbezogen 

erfassen, ob, wann und wie oft ein einzelner Newsletter in einer E-Mail-Anwendung geöffnet wurde und welche Web-

links angeklickt wurden. Solche Grafiken und/oder Weblinks erfassen die Nutzung von Newslettern, um die Qualität zu 

sichern und Verbesserungen am Newsletter zu ermöglichen. Sie können in Ihrer E-Mail-Anwendung das Setzen sol-

cher Grafiken und/oder Weblinks blockieren. 

Mit der Anmeldung stimmen Sie dem Versand des Newsletters zu und somit auch der Verwendung Ihrer Angaben. Sie 

haben jederzeit die Möglichkeit, sich vom Newsletter abzumelden und die von Ihnen erteilte Einwilligung zu widerru-

fen. Klicken Sie hierzu auf den entsprechenden Abmeldelink im zugesandten Newsletter. Nach Abmeldung löschen wir 

Ihre Daten sowohl von unseren Servern als auch von den Servern von Swiss Newsletter. 

https://www.justitia40.ch/de/aktuelles/newsletter
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Näheres entnehmen Sie den Datenschutzbestimmungen von Swiss Newsletter unter:  https://www.swissnewslet-

ter.ch/datenschutz. 

4.6 mailXpert 

Für den Versand und zur oben beschriebenen Auswertung unserer Newsletter verwenden wir die Dienste der 

mailXpert GmbH, mit Sitz in der Schweiz («mailXpert»). mailXpert ist ein Dienst, mit dem der Newsletter-Versand or-

ganisiert und analysiert werden kann. 

Die von Ihnen zum Zwecke des Newsletter-Bezugs bei uns hinterlegten personenbezogenen Daten werden bis zu Ih-

rer Abmeldung vom Newsletter gespeichert und nach der Abmeldung des Newsletters sowohl von unseren als auch 

von den Servern von mailXpert gelöscht. 

Weitere Informationen zum Datenschutz bei mailXpert können Sie deren Datenschutzerklärung entnehmen. 

4.7 Microsoft Teams (Aufzeichnungen) 

Um uns gegenseitig auszutauschen, insbesondere zur Kommunikation und Zusammenarbeit, sowie zur Durchführung 

von Webinaren und sonstigen Online-Schulungen, nutzen wir Microsoft Teams («MS Teams»), eine Kollaborations-

plattform der Microsoft Corporation mit Sitz in den USA, bzw. wenn Sie Ihren gewöhnlichen Aufenthalt im Europäi-

schen Wirtschaftsraum (EWR) oder der Schweiz haben, Microsoft Ireland Operations Limited, mit Sitz in Irland 

(«Microsoft»). 

Beim Einsatz von MS Teams werden verschiedene Daten, insbesondere Inhaltsdaten der Besprechungen, Chats und 

freigegebene Dateien, Anrufverlauf, Profildaten (z.B. E-Mailadresse und Profilbild) sowie Ihre IP-Adresse und bevor-

zugte Sprache bearbeitet. Zudem werden Meeting-Metadaten bearbeitet wie z. B. Datum, Start- und Endzeit, Meeting-

ID und ggfs. Telefonnummer und Ort. Daneben erhebt Microsoft Diagnosedaten im Zusammenhang mit der Nutzung, 

die es Microsoft u.a. ermöglichen den Dienst bereitzustellen, d.h. der Problembehandlung, Sicherung und Aktualisie-

rung von MS Teams sowie Überwachung der Leistung dienen. 

Die mittels MS Teams erhobenen Daten werden an Server der Microsoft übermittelt und dort bearbeitet. Der Speicher-

ort befindet sich in der geografischen Region, die unserer Microsoft 365-Organisation zugeordnet ist, diese befindet 

sich in der Schweiz. Gemäss Microsoft werden diese Daten nicht an unberechtigte Dritte bekanntgegeben. 

Die erhobenen Daten werden nur für so lange aufbewahrt, wie dies für die Bereitstellung des Dienstes erforderlich ist, 

d.h. in der Regel bis zum Ende der MS Teams-Sitzung («Sitzung») bzw. bis der jeweilige Benutzer die von ihm freige-

gebenen Dateien löscht. 

In einigen Fällen kann es erforderlich sein, dass wir Sitzungen aufzeichnen. Aufzeichnungen erfolgen insbesondere, 

um den Teilnehmenden eine Referenz zu bieten und Personen, die nicht an der ursprünglichen Besprechung teilneh-

men konnten, den Inhalt zugänglich zu machen. Darüber hinaus können ausgewählte Aufzeichnungen längerfristig 

aufbewahrt und auf unserer Webseite zur Verfügung gestellt werden (z.B. Webinare).  

Die Aufzeichnungen dienen ausschliesslich dem internen Gebrauch sowie gegebenenfalls der externen Information 

über unsere Tätigkeit (Webinare) und dürfen nicht ohne Genehmigung weitergegeben oder vervielfältigt werden. Die 

Aufzeichnungen werden verschlüsselt gespeichert und der Zugriff ist auf die Teilnehmenden der jeweiligen Sitzung 

und diejenigen (berechtigten) Personen, welche der Ersteller der Aufzeichnung (in der Regel der Organisator der Sit-

zung) dazu autorisiert, beschränkt. Sofern eine Veröffentlichung auf der Webseite vorgesehen ist, wird dies im Voraus 

transparent kommuniziert. 

Eine Aufzeichnung erfolgt stets auf Grundlage Ihrer Einwilligung. Wir informieren Sie rechtzeitig darüber, wenn eine 

Sitzung aufgezeichnet wird. Dies gibt Ihnen die Möglichkeit, Ihre Kamera und Ihr Mikrofon auszuschalten oder die 

Sitzung zu verlassen. Wir möchten Sie zudem darauf hinweisen, dass Ihr Name trotz ausgeschalteter Kamera/ausge-

schaltetem Mikrofon in den Aufzeichnungen sichtbar sein kann. 

https://www.swissnewsletter.ch/datenschutz
https://www.swissnewsletter.ch/datenschutz
https://www.mailxpert.ch/datenschutz
https://learn.microsoft.com/de-de/microsoftteams/teams-privacy#what-third-parties-have-access-to-personal-data
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Aufzeichnungen werden nur so lange aufbewahrt, als dies erforderlich ist (z.B. bis abwesende Teilnehmende die Gele-

genheit hatten, diese zu sichten). Für Aufzeichnungen, die auf unserer Webseite bereitgestellt werden, gilt eine län-

gere Aufbewahrungsdauer. 

Zum Schutz Ihrer Persönlichkeit haben wir mit Microsoft ein «Data Processing Addendum» geschlossen. Weitere In-

formationen zum Datenschutz und zur Datensicherheit sowie zur Funktionsweise von MS Teams können Sie der Micro-

soft Teams-Webseite entnehmen. 

4.8 Zoom 

Wir setzen ebenfalls Zoom, eine Videokonferenzlösung der Zoom Video Communications Inc., mit Sitz in den USA, ein 

(«Zoom»). 

Mit Zoom können Sie online an bestimmten Veranstaltungen von uns teilnehmen («Online-Meeting»). Um an einem 

Online-Meeting teilzunehmen, öffnen Sie den entsprechenden Zoom-Link und geben Sie die von uns veröffentlichte 

Meeting-ID sowie Kenncode ein. Alternativ können Sie auch die erforderlichen Angaben direkt in Ihrer Zoom-App ein-

geben. 

Bei der Nutzung von Zoom werden verschiedene Daten bearbeitet, je nachdem welche Angaben Sie vor, bzw. wäh-

rend der Teilnahme am Online-Meeting machen. Dazu gehören insbesondere Benutzerdaten (wie Vor-/Nachname 

oder von Ihnen gewähltes Pseudonym, E-Mail-Adresse), Metadaten (Thema des Meetings, Ihre IP-Adresse, Geräte-

/Hardwareinformationen) sowie Text, Audio- und Videodaten, sofern Sie sich während des Meetings äussern, z.B. 

über den Chat oder mündlich, oder Ihre Kamera angeschaltet haben. Selbstverständlich können Sie Ihre Kamera oder 

das Mikrofon jederzeit selbst abschalten, bzw. stummstellen. 

Sofern wir ein Online-Meeting aufzeichnen möchten, erfolgt dies stets auf Grundlage Ihrer Einwilligung. Wir informie-

ren Sie rechtzeitig darüber, wenn ein Online-Meeting aufgezeichnet wird. Dies gibt Ihnen die Möglichkeit Ihre Kamera 

und Mikrofon auszuschalten oder das Online-Meeting zu verlassen. Wir möchten Sie zudem darauf hinweisen, dass Ihr 

Name trotz ausgeschalteter Kamera/Mikrofon in den Aufzeichnungen sichtbar sein kann. 

Allfällig erhobene Daten werden nur so lange aufbewahrt, wie dies für die Bereitstellung des Dienstes erforderlich ist, 

d.h. in der Regel bis zum Ende des Online-Meetings. Bei allfälligen Aufzeichnungen bestimmt sich die Dauer grund-

sätzlich nach dem mit der Aufzeichnung verfolgten Zweck. 

Wenn Sie bei Zoom als Benutzer registriert sind, dann können Berichte über Online-Meetings, insb. Meeting-Metada-

ten, Daten zur Telefoneinwahl, bis zu 12 Monate bei Zoom gespeichert werden. 

Zum Schutz Ihrer Persönlichkeit haben wir mit Zoom einen Auftragsbearbeitungsvertrag, inkl. Standardvertragsklau-

seln geschlossen. Darüber hinaus ist Zoom unter dem EU-U.S. und unter dem Swiss-U.S. Data Privacy Framework zer-

tifiziert. 

Weitere Informationen zum Datenschutz sowie der Funktionsweise von Zoom finden Sie in den Nutzungsbedingun-

gen, Datenschutzerklärung sowie insbesondere in den «Legal & Compliance-Ressourcen» von Zoom.  

 

4.9 LinkedIn 

Wir nutzen auf unserer Webseite verschiedene Dienste der LinkedIn Corporation mit Sitz in den USA, bzw. wenn Sie 

Ihren gewöhnlichen Aufenthalt im Europäischen Wirtschaftsraum (EWR) oder der Schweiz haben, LinkedIn Ireland 

Unlimited Company mit Sitz in Irland («LinkedIn»). 

Wir setzen die folgenden LinkedIn-Dienste auf unserer Webseite ein: 

• LinkedIn Marketing Solutions 

• LinkedIn Conversion Tracking 

https://www.microsoft.com/licensing/docs/view/Microsoft-Products-and-Services-Data-Protection-Addendum-DPA
https://www.microsoft.com/licensing/docs/view/Microsoft-Products-and-Services-Data-Protection-Addendum-DPA
https://learn.microsoft.com/de-de/microsoftteams/teams-overview
https://learn.microsoft.com/de-de/microsoftteams/teams-overview
https://learn.microsoft.com/de-de/microsoftteams/teams-overview
https://explore.zoom.us/docs/doc/Zoom_GLOBAL_DPA.pdf
https://www.dataprivacyframework.gov/list
https://explore.zoom.us/de/terms/
https://explore.zoom.us/de/terms/
https://explore.zoom.us/de/privacy/
https://explore.zoom.us/de/trust/resources/
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Aufgrund der Strukturen von LinkedIn ist nicht auszuschliessen, dass Ihre Daten auch zu LinkedIn in den USA über-

tragen werden. Zum Schutz Ihrer Privatsphäre haben wir mit LinkedIn ein «Data Processing Agreement», inklusive 

EU-Standardvertragsklauseln, geschlossen. 

Weitere Informationen über Art, Zweck und Umfang der Datenbearbeitung können Sie der Datenschutzrichtlinie, 

der Cookie-Richtlinie sowie dem Datenschutz-Portal von LinkedIn entnehmen. Ausserdem können Sie durch Installa-

tion eines Opt-Out-Cookies Widerspruch gegen personalisierte (LinkedIn-)Werbung erheben, unabhängig davon, ob 

Sie ein LinkedIn- Mitglied sind oder nicht. 

4.9.1 LinkedIn Marketing Solutions   

Wir verwenden LinkedIn Marketing Solutions («LMS») zu Marketing- und Optimierungszwecken, insbesondere um die 

Nutzung unserer Webseite zu analysieren, um einzelne Funktionen und Angebote sowie das Nutzungserlebnis fortlau-

fend verbessern zu können und um für Sie relevante und interessante Anzeigen zu schalten. 

LMS speichert und verarbeitet Informationen über Ihr Nutzerverhalten auf unserer Webseite. Hierfür verwendet LMS 

unter anderem Cookies, die lokal im Zwischenspeicher Ihres Webbrowsers auf dem jeweiligen von Ihnen verwendeten 

Endgerät gespeichert werden und eine Analyse der Benutzung unserer Webseite durch Sie ermöglichen. 

Wenn Sie im Mitgliederbereich von LinkedIn angemeldet sind, kann LinkedIn die Nutzung unseres Online-Angebotes 

Ihrem Profil zuordnen. Sollten Sie dies nicht wünschen, müssen Sie sich vor dem Besuch unserer Webseiten bei Linke-

dIn abmelden. 

Weitere Informationen zum Datenschutz bei LinkedIn finden Sie auf den eingangs erwähnten LinkedIn- Webseiten. 

4.9.2 Conversion Tracking   

Wir setzen auf unserer Webseite Conversion Tracking-Technologie von LinkedIn ein. 

Wir verwenden die Technologie von LinkedIn zu Marketing- und Optimierungszwecken, insbesondere um die Nutzung 

unserer Webseite zu analysieren, um einzelne Funktionen und Angebote sowie das Nutzungserlebnis fortlaufend ver-

bessern zu können und um für Sie relevante und interessante Anzeigen zu schalten. Ferner erhalten wir von LinkedIn 

aggregierte und anonyme Berichte von Anzeigenaktivitäten und Informationen darüber, wie Sie mit unserer Webseite 

interagieren. Dafür setzt LinkedIn einen JavaScript-Code (Insight-Tag) ein, der wiederum ein Cookie in Ihrem 

Webbrowser ablegt oder ein Pixel verwendet. 

Über das LinkedIn Insight-Tag werden nach Angaben von LinkedIn Daten über die Benutzung unserer Webseite erho-

ben, einschliesslich Angaben wie Referrer-URL, IP-Adresse, Geräte- und Browsereigenschaften oder Zeitstempel. Die 

über das LinkedIn Insight-Tag erhobenen Daten werden verschlüsselt, die IP-Adressen werden gekürzt und die direk-

ten IDs der Mitglieder werden innerhalb von sieben Tagen entfernt, um die Daten zu pseudonymisieren. Diese verblei-

benden pseudonymisierten Daten werden innerhalb von 90 Tagen gelöscht. LinkedIn teilt keine personenbezogenen 

Daten mit dem Betreiber der Webseite, sondern bietet nur zusammengefasste Berichte über die Webseiten-Zielgruppe 

und die Anzeigeleistung. 

Weitere Informationen zum Datenschutz bei LinkedIn finden Sie auf den eingangs erwähnten LinkedIn- Webseiten.  

4.10 Matomo 

Wir setzen auf unserer Webseite Matomo, einen Webanalysedienst der InnoCraft Ltd. aus Neuseeland («Matomo»), 

ein. 

Matomo ist eine Open-Source-Software, welche uns die Analyse des Surfverhaltens unserer Nutzer erlaubt. Hierfür 

setzt Matomo ein Cookie, mittels dem unter anderem Ihre IP-Adresse, die aufgerufene Webseite sowie die Verweil-

dauer auf der jeweiligen Webseite erfasst werden. Ihre IP-Adresse wird sofort nach ihrer Erhebung und vor der Spei-

cherung gekürzt und damit anonymisiert.  

Diese Datenbearbeitung erfolgt ausschliesslich zur statistischen Analyse der Nutzung unserer Webseite. Sie dient uns, 

unser Angebot zu optimieren und dabei möglichst auf die Bearbeitung von Personendaten zu verzichten.  

https://de.linkedin.com/legal/l/dpa?
https://de.linkedin.com/legal/privacy-policy?
https://de.linkedin.com/legal/cookie-policy?
https://privacy.linkedin.com/de-de?lr=1
https://www.linkedin.com/psettings/guest-controls/retargeting-opt-out
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Da Matomo auf den Servern unserer Webseite läuft, werden Ihre Personendaten ebenfalls nur dort gespeichert und 

nicht an Dritte weitergegeben. 

Weitere Informationen zu den Nutzungsbedingungen und den datenschutzrechtlichen Regelungen können Sie der Da-

tenschutzerklärung von Matomo entnehmen. 

4.11 Google-Dienste 

Wir nutzen auf unserer Webseite verschiedene Dienste der Google LLC mit Sitz in den USA, bzw. wenn Sie ihren ge-

wöhnlichen Aufenthalt im Europäischen Wirtschaftsraum (EWR) oder der Schweiz haben, Google Ireland Ltd., mit Sitz 

in Irland («Google»). Für die Bearbeitung von Personendaten bei der Nutzung von «Google Maps» ist immer Google 

LLC verantwortlich. Wir setzen die folgenden Google Dienst auf unserer Webseite ein: Google Maps 

Google verwendet Technologien wie Cookies, Webspeicher im Browser und Zählpixel, die eine Analyse der Benutzung 

unserer Webseite durch Sie ermöglichen. Die dadurch erzeugten Informationen über Ihre Benutzung unserer Web-

seite können an einen Server von Google in den USA oder in weitere Länder übermittelt und dort gespeichert werden. 

Informationen über die Standorte der Rechenzentren von Google finden Sie hier.  

Wir verwenden von Google zur Verfügung gestellte Tools, die nach Aussage von Google Personendaten in Ländern 

bearbeiten können, in denen Google oder dessen Unterauftragnehmer Einrichtungen unterhalten. Google verspricht in 

seinem «Data Processing Addendum for Products where Google is a Data Processor», ein angemessenes Datenschutz-

niveau zu gewährleisten, indem es sich auf die EU-Standardvertragsklauseln stützt. 

Ausserdem ist Google unter dem EU-U.S.- sowie Swiss-U.S. Data Privacy Framework zertifiziert. 

Nähere Informationen zur Bearbeitung durch Google und zu den Privatsphäreneinstellungen können Sie der Daten-

schutzerklärung bzw. den Datenschutzeinstellungen von Google entnehmen. 

4.11.1 Google Maps 

Zur Einbindung interaktiver Karten auf unserer Webseite nutzen wir den Onlinekartendienst Google Maps.  

Beim Aufruf einer Webseite, auf welcher die Karten von Google Maps eingebettet sind, wird Google Maps ein Cookie 

setzen. Dieses Cookie wird im Regelfall nicht durch das Schliessen des Browsers gelöscht, sondern läuft erst nach ei-

ner bestimmten Zeit ab, sofern es nicht von Ihnen zuvor manuell gelöscht wird. 

Durch die Nutzung von Google Maps können Informationen über Ihre Benutzung unserer Webseite (einschliesslich 

Ihrer IP-Adresse) an einen Server von Google in den USA übermittelt und dort gespeichert werden. Google speichert 

diese Daten unter Umständen als Nutzungsprofile für Zwecke der bedarfsgerechten Gestaltung der Dienste, Werbung 

sowie der Marktforschung. Wenn Sie bei Google angemeldet sind, werden Ihre Daten direkt Ihrem Konto zugeordnet. 

Sollten Sie dies nicht wünschen, müssen Sie sich zuvor abmelden.  

Wenn Sie mit dieser Bearbeitung Ihrer Informationen nicht einverstanden sind, so besteht die Möglichkeit, den Google 

Maps-Service zu deaktivieren. Dazu müssen Sie die Java-Script-Funktion in Ihrem Browser deaktivieren. Dies kann 

allerdings auch andere Funktionen unserer Webseite beeinträchtigen. 

Weitere Informationen können Sie den Nutzungsbedingungen für Google Maps und der Datenschutzerklärung von 

Google entnehmen. 

4.12 Social Media Präsenz 

Wir unterhalten Social Media Profile bei LinkedIn. 

Wenn Sie auf unserer Webseite auf das Icon des jeweiligen sozialen Netzwerks klicken, werden Sie automatisch zu 

Ihrem Profil in dem jeweiligen Netzwerk weitergeleitet. Dabei wird eine direkte Verbindung zwischen Ihrem Browser 

und dem Server des jeweiligen sozialen Netzwerks hergestellt. Dadurch erhält das Netzwerk die Information, dass Sie 

mit Ihrer IP-Adresse unsere Webseite besucht und den Link angeklickt haben.  

https://matomo.org/privacy-policy/
https://matomo.org/privacy-policy/
https://www.google.com/about/datacenters/locations/
https://business.safety.google/adssubprocessors/
https://business.safety.google/processorterms/
https://www.dataprivacyframework.gov/s/participant-search/participant-detail?id=a2zt000000001L5AAI&status=Active
https://policies.google.com/privacy?hl=de&gl=de
https://policies.google.com/privacy?hl=de&gl=de
https://safety.google/privacy/privacy-controls/
https://www.google.com/intl/de_de/help/terms_maps/
https://policies.google.com/privacy?hl=de&gl=de
https://policies.google.com/privacy?hl=de&gl=de
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Wenn Sie auf einen Link zu einem Netzwerk klicken, während Sie in Ihrem Benutzerkonto bei dem betreffenden Netz-

werk eingeloggt sind, kann der Inhalt unserer Webseite mit Ihrem Profil verknüpft werden, so dass das Netzwerk Ih-

ren Besuch auf unserer Webseite direkt Ihrem Konto zuordnen kann. Wenn Sie dies verhindern wollen, sollten Sie sich 

ausloggen, bevor Sie die entsprechenden Links anklicken. Eine Verbindung zwischen Ihrem Zugriff auf unsere Web-

seite und Ihrem Benutzerkonto findet in jedem Fall statt, wenn Sie sich nach dem Anklicken des Links bei dem jeweili-

gen Netzwerk anmelden. Für die damit verbundene Datenbearbeitung ist der jeweilige Anbieter datenschutzrechtlich 

Verantwortlicher. Bitte beachten Sie daher die Informationen auf der Webseite des Netzwerks. 

Die von Ihnen auf unseren Social Media-Profilen eingegebenen Daten werden durch die Social Media-Plattform veröf-

fentlicht und von uns zu keiner Zeit für andere Zwecke verwendet oder bearbeitet. Wir behalten uns aber vor, Inhalte 

zu löschen, sofern dies erforderlich sein sollte. Allenfalls kommunizieren wir über die Social Media Plattform mit Ihnen.  

Grundlage ist Ihr und unser berechtigtes Interesse, uns miteinander auf diesem Weg auszutauschen. 

Seien Sie sich bewusst, dass der Betreiber der Social Media-Plattform Webtrackingmethoden einsetzt. Das Webtra-

cking, worauf wir keinen Einfluss haben, kann dabei auch unabhängig davon erfolgen, ob Sie bei der Social Media-

Plattform angemeldet oder registriert sind. 

Auf unserer Webseite sind Schaltflächen zum Teilen von Inhalten in sozialen Netzwerken (z.B. Facebook, X) eingebun-

den. Wir selbst betreiben keine eigenen Profile bei diesen Diensten. Wenn Sie auf eine entsprechende Schaltfläche 

klicken, werden Sie direkt zum jeweiligen Anbieter weitergeleitet. Dabei erhält dieser Informationen, dass Sie unsere 

Webseite besucht haben (einschliesslich Ihrer IP-Adresse und weiterer technischer Daten). Für die Bearbeitung dieser 

Daten ist ausschliesslich der jeweilige Anbieter verantwortlich. 

Genauere Angaben zur Datenbearbeitung durch den Anbieter der Social Media-Plattform finden Sie in der Datenschut-

zerklärung des jeweiligen Anbieters: 

Soziales Netz-
werk 

Anbieter Datenschutzerklä-
rung 

Facebook Meta Platforms Inc. (USA)/Meta Plat-
forms Ireland Ltd. (Irland) 

Datenschutzerklä-
rung 

X X Corporation (USA) Datenschutzrichtli-
nien 

LinkedIn LinkedIn Corporation (USA)/LinkedIn 
Ireland Unlimited Company (Irland) 

Datenschutzrichtlinie 

 

4.13 Links zu www.justitia.swiss 

Unsere Webseite beinhaltet Links zu unserer Plattform justitia.swiss. Wenn Sie auf unserer Webseite einen entspre-

chenden Link anklicken, werden Sie auf die Webseite https://www.justitia.swiss weitergeleitet. Bitte beachten Sie, 

dass für die Nutzung dieser Webseite die separate Datenschutzerklärung von justitia.swiss gilt. 

5 Schlussbestimmungen 

Die vorliegende Datenschutzerklärung wurde in verschiedene Sprachen übersetzt. Im Fall von Widersprüchen zwi-

schen den verschiedenen Sprachfassungen ist die deutsche Version massgebend. 

 

https://www.facebook.com/policy
https://www.facebook.com/policy
https://x.com/de/privacy
https://x.com/de/privacy
https://de.linkedin.com/legal/privacy-policy?
https://www.justitia.swiss/de?utm_source=chatgpt.com

